[bookmark: _GoBack]Artificial Intelligence (AI) is revolutionizing law enforcement by providing new tools for crime prevention, investigation, and public safety. This presentation explores the transformative potential of AI in counterterrorism and policing, offering a Foresight-driven approach to understanding its applications, challenges, and future trajectories. AI-powered technologies, such as predictive analytics, automated surveillance, real-time data processing, and AI-assisted forensic analysis, are enabling law enforcement agencies to enhance operational efficiency and strategic decision-making. Predictive AI models can identify patterns of criminal activity, allowing for proactive intervention, while AI-driven cybersecurity tools help detect and counteract emerging cyber threats. Autonomous systems, including drones and robotic patrol units, are being integrated into law enforcement operations to improve situational awareness and rapid response capabilities. However, alongside these advancements, AI introduces a set of ethical, legal, and security concerns. The risks of algorithmic bias, privacy infringements, and the misuse of AI for mass surveillance pose significant governance challenges. The growing autonomy of AI systems raises concerns about accountability and decision-making in high-stakes situations. Furthermore, AI itself can be exploited by adversaries, leading to threats such as AI-powered cybercrime, deepfake misinformation, and automated hacking. Law enforcement must navigate these uncertainties by establishing ethical frameworks, regulatory oversight, and human-in-the-loop governance models to ensure AI remains a tool for justice rather than a source of unintended harm. Through a Foresight-based approach, this presentation examines possible future scenarios for AI in law enforcement, considering whether AI will act as a trusted ally – augmenting human capabilities and improving crime prevention – or as an uncontrollable force that introduces new vulnerabilities. By leveraging Foresight methodologies, including horizon scanning, scenario planning, and anticipatory governance, law enforcement agencies can prepare for emerging risks, optimize AI deployment, and develop long-term strategies for ethical and effective AI integration. Ultimately, the goal is to ensure that AI remains a responsible and transformative force in shaping the future of policing and law enforcement..
